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NORTH HUNTERDON-VOORHEES REGIONAL HIGH SCHOOL DISTRICT
PARENT-STUDENT BRING YOUR OWN DEVICE (BYOD)

AGREEMENT FORM

As part of its commitment to enhance student education through the use of technology,
the North Hunterdon-Voorhees Regional High School District is allowing students to
bring their own mobile device for the purpose of facilitating instruction. As recipients of
this benefit, the student and parents/guardians signing this form agree to comply with the

following conditions::

1. Registration — Any personal device that a student desires to connect to the North
Hunterdon-Voorhees network must be registered with the Technology Department
prior to connecting the device to the network.

2. Suitability of the Personal Device - The Technology Department determines the
type and model of devices that are allowed to register for access to the North
Hunterdon-Voorhees network. Furthermore, the Technology Department may require
that certain features of the device be disabled in order to become suitable for
connecting to the District network. Suitable devices are listed on the District website,
under Technology Services section.

3. Acceptable Use - Access to the North Hunterdon-Voorhees network infrastructure
and services with a personal device should be for educational purposes and district
business only. The use of a district-provided account in your personal device is
allowed, but must be in support of education and must be consistent with the
educational objectives of the North Hunterdon-Voorhees Regional High School
District. In addition, acceptable use of North Hunterdon-Voorhees network
infrastructure and services via a student personal device is subject to the guidelines
described in BOE policy 2361.

4. Security - Student is responsible for maintaining the security of their own personal

mobile device. Furthermore, the student is responsible for the security of North
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Hunterdon-Voorhees data while such data remains in the student’s personal device.
Student’s failure to provide common security measures that guarantees the integrity
of North Hunterdon-Voorhees data stored in their personal device will result in
suspension of access to the North Hunterdon-Voorhees network from the student’s
personal device. Suitability of the security measures applied by student is determined
by the Technology Department.

Software and Applications - Student is responsible for his/her own software. The
Technology Department reserves the right to remotely audit any software in student’s
personal device to guarantee the correct operation of the North Hunterdon-Voorhees
network and the integrity of the data stored in it. Student agrees to install and not
tamper with any software the Technology Department requires in order to gain access
to North Hunterdon-Voorhees network and services and to uninstall or deactivate any
software the Technology Department deems to affect the correct operation of the
North Hunterdon-Voorhees network. Student understands that the Technology
Department may require the installation of software that could have access to
personal information stored in the student’s personal device.

Proprietorship of Software and Applications - Any software/applications
purchased by students with their own funds using their personal electronic store
accounts is property of the student. The district-provided account that is to be used to
log into the device to access the district’s network is blocked from buying any
software. Any software provided and installed by the Technology Department onto
the student’s personal device is property of the Board of Education and needs to be
uninstalled if the student leaves the North Hunterdon-Voorhees district.

Privacy - The Board of Education reserves the right to examine, restrict, or remove
electronic data from student’s personal device registered for access to the North
Hunterdon-Voorhees network. Student understands that all e-mail and instant
messages sent or received via the use of the North Hunterdon-Voorhees network
infrastructure and services can be recorded and archived even if the communication is

performed using a personal account. The District reserves the right to share any of
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such archived records with law enforcement authorities if deemed appropriate by the
district. The District shall not use any of the recording or geolocation capabilities of
the device in a manner that would violate the privacy rights of the student or any
individual residing with the student.

Access to Internet Material — In accordance with the “Children’s Internet Protection
Act” (CIPA), the North Hunterdon-Voorhees Regional High School District will use
appropriate filtering measures to limit the exposure of students to indecent or
objectionable material on the Internet while the student’s personal device is
connected to the school network. The North Hunterdon-Voorhees District might not
filter the student’s personal device while connected to other networks.

Liability - To the extent permissible by State and Federal law, the student and the
student’s family relieves the District of any liability in connection to the use (or
misuse) of the student’s personal device while on school grounds. Students and their
families agree to not hold the District responsible for any damage the student’s
personal equipment might sustain while on school grounds. Students and their
families agree not to hold the District responsible for any theft of the device should
the theft occur while the device is on school grounds.

Electronic Recording Capabilities - Any electronic recordings obtained with the
student’s personal device while on campus or on the District network must be for
instructional/educational purposes only. Students must obtain prior approval from a
staff member in order to use the audio, image or video recording capabilities of their
approved device while on campus or while on the District network. Students should
ask all individuals being recorded for their permission before start of the recording.
No recording should start without the permission of all the individuals being
recorded. In addition, electronic recordings obtained with the student’s personal
device while connected to the North Hunterdon-Voorhees network may not be shared,
published or rebroadcasted for any reason by the student without obtaining the
permission of the district and all individuals present in the recording. Furthermore,

students should be aware that State and Federal laws in many instances prohibit secret
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or surreptitious recording undertaken without the knowledge and consent of the
person or persons being recorded. Violations of State and Federal recording laws will

be reported to the proper authorities and may result in criminal prosecution.

STUDENT

I agree to the preceding terms and conditions regarding the use of personal mobile
devices on the North Hunterdon-Voorhees Regional High School District network.

User’s full name (please print)

Student ID #

User’s signature

Date

PARENT OR GUARDIAN

As the parent or guardian of this student, I have read and understand the terms and
conditions regarding the wuse of personal mobile devices on the North
Hunterdon-Voorhees Regional High School District network. I also understand that this
access 1s for educational purposes, and that I will not hold the Board of Education
responsible for materials acquired on the Internet. Further, I accept full responsibility

media.

Parent or Guardian’s Name (please print)

Parent or Guardian’s Signature Date:

Please sign and return to Guidance Olffice. Attn: Registrar



